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## jsonp 需要服务端支持调制，为返回jsonp格式。

## Attilax总结的最佳策略 cors

服务器端对于CORS的支持，主要就是通过设置Access-Control-Allow-Origin来进行的。如果浏览器检测到相应的设置，就可以允许Ajax进行跨域的访问。

/AtiPlatf\_ee/src/aaaPKg/CrossDomainFilter.java

@Override

public void doFilter(ServletRequest req, ServletResponse response, FilterChain chain) throws IOException, ServletException {

HttpServletResponse res=(HttpServletResponse) response;

res.setHeader("Access-Control-Allow-Origin", "\*");

//"Access-Control-Allow-Methods:POST,GET"

chain.doFilter(req, response);

System.out.println("--CrossDomainFilter exeed");

}
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